
What is ECSA?

The ECSA pen-testing program takes the
tools & techniques you learned in the
Certified Ethical Hacker course &
teaches exploitation skills by applying the
skills learned in C|EH & utilizing EC-Council’s
published penetration testing methodology

Course Content

Students will receive their study kit consisting 
of physcial & digital courseware, iLabs 
code, & Aspen dashboard access code. 
iLabs will be used to complete classroom 
training sessions. Students will work with the 
instructor to review the tools & learn how to 
apply them to the iLabs Cyber Range. The 
goal of the course is to work to complete the 
range & submit the report. 

Who’s It For?

• Ethical Hackers

• Penetration Testers

• Network server administrators

• Firewall Administrators

• Security Testers

• System Administrators & Risk Assessment 
professionals

What's New in ECSAv10 Course Mapping
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 •C|ND

 
•C|EH 

•C|EH (Practical)
 •ECSA

•ECSA (Practical) 
•APT
 

•LPT (Master)

Exam Information

EXAM TITLE
• 

Security Analyst

# OF QUESTIONS
• 150 

DURATION
• 4 Hours

PASSING SCORE
• 70%

Part 1 – Report Writing
Report writing is a mandatory requirement that 

choice exam. This step will require the student 
to demonstrate the knowledge & skill acquired 
through the study material (inclusive of the labs) 
via submission of a detailed report.

Part 2 – Multiple Choice
Once the report is approved, a multiple choice 
exam voucher will be automatically sent to 
students.

EC-COUNCIL CERTIFIED SECURITY ANALYST

EC-COUNCIL
Hackers are here. Where are you? https://cert.eccouncil.org/application-process-eligibility.html

100% methodology-based penetration testing program Blended 
with both manual and automated penetration testing approach

Designed based on the most common penetration testing 
services provided by the penetration testing service providers 
and consulting firms in the market

Maps the jobs roles of penetration tester, security analysts by 
conducting Job Task Analysis (JTA) using major job portals

Presents a comprehensive scoping and engagement 
methodology

Provides strong reporting writing guidance to draft valuable and 
comprehensive penetration report


